
TERA SOFTWARE LIMITED
VIGIL MECHANISM / WHISTLE BLOWER

Vigil Mechanism / Whistle Blower policy was adopted by the Board of Directors of the Company at
its meeting held on 30th May, 2014.

Section 177(9) of the Companies Act, 2013 requires - Every listed company and the companies (a)
which accepts deposits; or (b) which borrowed money from Banks/FIs in excess of fifty crore shall
establish a vigil mechanism for their directors and employees to report their genuine concerns or
grievances. The Company has adopted a Code of Conduct for Directors and Senior Management
Executives (“the Code”), which lays down the principles and standards that should govern the
actions of the Company and its employees. Any actual or potential violation of the Code, howsoever
insignificant or perceived as such, would be a matter of serious concern for the Company. Such a
vigil mechanism shall provide for adequate safeguards against victimization of persons who
use such mechanism and also make provision for direct access to the chairperson of the Audit
Committee in appropriate or exceptional cases.

Clause 49 of the Listing Agreement between listed companies and the Stock Exchanges,
w.e.f.01.10.2014, provides for a mandatory requirement for all listed companies to establish a
mechanism called ‘Whistle Blower Policy’ for employees to report to the management instances of
unethical behavior, actual or suspected, fraud or violation of the company’s code of conduct.

Under these circumstances, Tera Software Limited (“TERA SOFT”), being a Listed Company
proposes to establish a Whistle Blower Policy/ Vigil Mechanism and to formulate a policy for
the same.

POLICY OBJECTIVES

The Company is committed to adhere to the highest standards of ethical, moral and legal
conduct of business operations. To maintain these standards, the Company encourages its
employees who have concerns about suspected misconduct to come forward and express these
concerns without fear of punishment or unfair treatment. A Vigil (Whistle Blower) mechanism
provides a channel to the employees and Directors to report to the management concerns about
unethical behavior, actual or suspected fraud or violation of the Codes of conduct or policy. The
mechanism provides for adequate safeguards against victimization of employees and Directors to
avail of the mechanism and also provide for direct access to the Chairman / Vice Chairman &
Managing Director (VC & MD)/ Chairman of the Audit Committee in exceptional cases.

This neither releases employees from their duty of confidentiality in the course of their work
nor can it be used as a route for raising malicious or unfounded allegations against people in
authority and / or colleagues in general.

SCOPE OF THE POLICY

This Policy covers malpractices and events which have taken place / suspected to have taken place,
misuse or abuse of authority, fraud or suspected fraud, violation of company rules,
manipulations, negligence causing danger to public health and safety, misappropriation of monies,
and other matters or activity on   account of which the interest of the Company is affected and
formally reported by whistle blowers concerning its employees.


